
Introduction 

We respect your privacy and are committed to protecting your personal data. This privacy 
policy will inform you about what personal data we collect when you visit our website, how 
we look after it and your rights under data protection law.  

We keep our privacy policy under regular review, and it may be updated at any time. This 
version was last updated on 6 September 2021.  

1. Who we are 

Petershill Partners plc is the controller and is responsible for your personal data 
(collectively referred to as “we”, “us” or “our” in this privacy policy). 

If you have any questions about this privacy policy or our use of your personal data, 
please contact us in the following ways: 

Email address: gs-privacy@gs.com 

Postal address: 5th Floor, 20 Fenchurch Street, London, England, EC3M 3BY 

Under the General Data Protection Regulation (GDPR) and UK GDPR, you have the 
right to make a complaint to the relevant data protection authority in your country of 
residence at any time. If you are in the UK, this is the Information Commissioner’s 
Office (ICO): www.ico.org.uk. For a list of EU data protection authorities please see 
here: edpb.europa.eu/about-edpb/about-edpb/members.  

We would, however, appreciate the chance to deal with your concerns before you 
approach a data protection authority so please contact us in the first instance. 

2. The data we collect about you 

Personal data, or personal information, means any information about an individual from 
which that person can be identified. It does not include data where the identity has been 
removed (anonymous data). 

We collect your name and contact details when you use our “Contact Us” form. We 
also collect certain information via cookies, and other similar technologies, more 
information can be found in the “Our use of cookies and your options” section below.   

We do not collect any special categories of data (this includes details about your race 
or ethnicity, religious or philosophical beliefs, sex life, sexual orientation, political 
opinions, trade union membership, information about your health, and genetic and 
biometric data). Nor do we collect any information about criminal convictions and 
offences. 

3. How we use your personal data 

Data protection law says that we can only use your personal information if we have a 
lawful basis to do so. We use your name and contact details to respond to your queries. 
We do this on the basis of our legitimate interest to respond to queries from potential 
investors or if we are under a legal obligation to respond.    



We do not share your data with any third parties outside our group of companies unless 
required to do so by law, or regulation, as part of a corporate transaction such as a 
restructuring or the sale of a whole or part of the business or where we are otherwise 
permitted to do so in accordance with applicable law.  

We will only use your personal data for the purposes for which we collected it, unless 
we reasonably consider that we need to use it for another reason and that reason is 
compatible with the original purpose.  

4. International transfers 

We ensure that appropriate safeguards are in place to protect your personal data where 
these are required by applicable data protection laws and that transfer of your personal 
data is in compliance with such laws. Where required by applicable data protection 
laws, we have ensured that service providers (including our affiliates) sign standard 
contractual clauses as approved by the UK Government, European Commission or as 
otherwise authorised by a supervisory authority of a Member State of the European 
Union or the Cayman Islands with jurisdiction over the relevant data exporter. You can 
obtain a copy of any standard contractual clauses in place which relate to transfers of 
your personal data by contacting gs-privacy@gs.com.  

The data sharing listed in this notice may involve the transfer of personal data to any 
country in which we or one of our affiliates conducts business or has a service provider 
or to other countries for law enforcement purposes (including, without limitation, the 
United States of America and other countries whose data privacy laws are not as 
stringent as those in effect in the United Kingdom, Switzerland or the European Union). 

5. Data retention 

We retain personal data for varying time periods in order to assist us in complying with 
legal and regulatory obligations, to enable compliance with any requests made by 
regulators or other relevant authorities and agencies, to enable us to establish, exercise 
and defend legal rights and claims, and for other legitimate business reasons. 

We retain your personal data for the period of time required for the purposes for which 
it was collected, any compatible purposes which we subsequently establish, and any 
new purposes to which you subsequently consent, or to comply with our legal, 
regulatory and policy requirements. 

6. Your legal rights 

You have certain rights under data protection law. The rights available to you depend 
on the reasons for processing your personal data. These rights include:  

Right of access: You have the right to ask us for copies of your personal 
data.  

Right of rectification: You have the right to ask us to rectify information you 
think is inaccurate.  

Right to erasure: You have the right to ask us to erase your personal data 
in certain circumstances. 



Right to restriction of 
processing:  

You have the right to ask us to restrict the processing 
of your information in certain circumstances.  

Right to data portability: You have the right to ask that we transfer the 
information you have given us from one organisation 
to another, or to give it to you.  

Right to object to 
processing:  

You have the right to object to processing where we are 
processing your information on the basis of our 
legitimate interests. 

If you wish to exercise any of the rights set out above, please refer to the “Who we are” 
section above.  

You will not have to pay a fee to access your personal data (or to exercise any of the 
other rights). However, we may charge a reasonable fee if your request is clearly 
unfounded, repetitive or excessive. Alternatively, we could refuse to comply with your 
request in these circumstances. We try to respond to all legitimate requests within one 
month. Occasionally it could take us longer than a month if your request is particularly 
complex or you have made a number of requests. In this case, we will notify you and 
keep you updated. 

We may need to request specific information from you to help us confirm your identity 
and ensure your right to access your personal data (or to exercise any of your other 
rights). This is a security measure to ensure that personal data is not disclosed to any 
person who has no right to receive it. 



Our use of cookies and your options 

By using our website with your browser settings adjusted to accept cookies you consent 
to our use of cookies and other tools to provide the products and services available on 
our website. If you would like to modify your browser to notify you when you receive 
a new cookie or to disable cookies altogether, please refer to the “Managing cookies” 
section below. 

Cookies and how we use them 

Cookies are small text files that may be placed on your web browser when you visit our 
website. Cookies allow your browser to remember some specific information which the 
web server can later retrieve and use. When you quit your browser, some cookies are 
stored in your computer’s memory, while some expire or disappear. 

We use the following cookies: 

 To allow us to operate our website, and monitor usage to ensure that it is 
technically functioning properly.  

 To recognise you when you return to our website. This enables us to personalise 
our content for you and remember your preferences (for example, your 
geographical location). 

 To conduct research and analytics to improve our website and our products and 
services. This includes compiling statistical information concerning, among 
other things, the frequency of your use of our website, the pages visited and the 
length of each visit. 

Managing cookies 

The Help menu on the menu bar of most browsers will tell you how to prevent your 
browser from accepting new cookies, how to have the browser notify you when you 
receive a new cookie and how to disable cookies altogether. Additionally, you can 
disable or delete similar data used by browser add-ons, such as Flash cookies, by 
changing the add-on’s settings or visiting the website of its manufacturer. Our website 
employs “functionality cookies” that help the website remember your settings and 
preferences for use when you visit the website in the future. This provides a more 
tailored and pleasant user experience. These cookies store information in multiple 
places. You will find a “Delete Cookies” feature on every page that will allow you to 
delete these cookies completely from your device. Please note that, if you decline to 
use cookies, you may experience reduced functionality. To learn more about what 
cookies are set on your computer as you browse the web and how to manage or delete 
them, visit www.allaboutcookies.org. 


